
Safer Internet Day

Aims:

● Understand the aims of Safer Internet Day and some of 
the current issues in online safety

● Know what to do should you have any concerns about 
online safety

● Know where to find useful information and resources



What Is Safer Internet Day?

Safer Internet Day is an annual event which is organised by the UK Safer Internet Centre and 
is celebrated in approximately 180 countries worldwide!

It is a day to discuss how to look after yourself and others while 
staying safe in an online space.

The aim of the day is to raise awareness of Internet safety, 
promoting positive and responsible usage.

This year, Safer Internet Day is on Tuesday 6th February.



Themes, Themes, Themes

Each year, Safer Internet Day is based around a theme. Here are the themes from the past 
three years. 

All fun and games? Exploring respect and relationships online.

An Internet we trust: Exploring reliability in the online world.

Want to talk about it? Making space for conversations about life 
online. 

2021

2022

2023





Like last year, we have registered as 
supporters of SID and we are 1 of 1002 
schools that have joined so far. This year, we 
want to ensure we are supporting the children 
with being safe online and understanding 
what they can do when they feel a certain 
way being online whether that is positive or 
negative.



What technological device(s) do 
your children like to use and what 
do they like to do on it/online?



Now they look like this and as we can all 
imagine it will keep changing and become 
more advanced as the years go by! 







Trusted adults we have mentioned to children about:



The Internet can be wonderful for kids. They can use 
it to research school reports, communicate, and play 
interactive games.



Age Restrictions



But online access also comes with risks, like inappropriate content, cyberbullying, and online predators. 
Using apps and websites where kids interact, predators may pose as a child or teen looking to make a 
new friend. They might ask the child to exchange personal information, such as address and phone 
number.

https://kidshealth.org/en/parents/cyberbullying.html


Potential issues that children may face when playing games online:

● Content - graphic images, foul/offensive language

● Contact - receiving abusive messages, grooming, catfishing

● Conduct - sending harmful messages (personal responsibility)

● Commerce - online gambling, inappropriate advertising



CONTENT

• Some online content is not suitable for children and may be hurtful or 
harmful. This is true for content accessed and viewed via social networks, 
online games, blogs and websites. It’s important for children to consider 
the reliability of online material and be aware that it might not be true or 
written with a bias. Children may need help as they begin to assess 
content in this way. There can be legal consequences for using or 
downloading copyrighted content, without seeking the author’s 
permission.





CONTACT

• It is important for children to realise that new friends made online may not be 
who they say they are and that once a friend is added to an online account, 
you may be sharing your personal information with them. Regularly reviewing 
friends lists and removing unwanted contacts is a useful step. Privacy 
settings online may also allow you to customise the information that each 
friend is able to access. If you have concerns that a child is, or has been, the 
subject of inappropriate sexual contact or approach by another person, it’s vital 
you inform the DSL who will report it to the police via the Child Exploitation and 
Online Protection Centre (www.ceop.police.uk). Or you can directly report to 
the police. 

http://www.ceop.police.uk/




CONDUCT 

• Children need to be aware of the impact that their online activity can 
have on both themselves and other people, and the digital footprint that 
they create on the internet. It’s easy to feel anonymous online and it’s 
important that children are aware of who is able to view, and 
potentially share, the information that they may have posted. When 
using the internet, it’s important to keep personal information safe and not 
share it with strangers. It is very important to report inappropriate 
conversations, messages, images and behaviours.



COMMERCE

• Young people’s privacy and enjoyment online can sometimes be affected 
by advertising and marketing schemes, which can also mean 
inadvertently spending money online, for example within applications. 
Encourage children to keep their personal information private, learn how 
to block both pop ups and spam emails, turn off in-app purchasing on 
devices where possible, and use a family email address when filling in 
online forms.



Why is it important to also raise 
awareness amongst parents for Safer 

Internet Day? 

https://www.youtube.com/watch?v=SD5KW6dqnv0 

https://www.youtube.com/watch?v=SD5KW6dqnv0


What can you do?
There are risks, but by understanding and talking about the dangers you 
can help keep your child safe online.







Agree 







Username 

F.rahman24112011



Personal Information 

•Talk to your child about what 'personal information' is - such as email 
address, full name, phone number, address and school name - and why it's 
important.

•Explain simple ways to protect privacy. For example, avoiding 
usernames like birthdates or locations that give away too much information.

•Discuss images and photos, and what might be appropriate. Help your 
child understand how photographs can give people a sense of your 
personality, and that sharing the wrong kind of image can give the wrong 
impression.

•Explain that it isn't easy to identify someone online. People aren't always 
who they say they are, so don't share personal information. If it's someone 
who genuinely knows your child, they shouldn't need to ask for personal 
information online.

•Tell your child that if they're in any doubt they should talk to you first.



Roblox 

https://www.youtube.com/watch?v=bziY1QiGfpQ

https://www.internetmatters.org/wp-content/uploads/parent-controls-docs/parental-
control-roblox-parental-controls.pdf

https://www.youtube.com/watch?v=bziY1QiGfpQ
https://www.internetmatters.org/wp-content/uploads/parent-controls-docs/parental-control-roblox-parental-controls.pdf
https://www.internetmatters.org/wp-content/uploads/parent-controls-docs/parental-control-roblox-parental-controls.pdf


What are parental controls?
Parental controls are software and tools which you can install on phones or tablets, games 
consoles or laptops – and even your home broadband.

You can also use them to help you block or filter the content your child sees when searching 
online. And family-friendly public WiFi can help when you’re out and about.

Parental controls are also available to help you to:
• plan what time of day your child can go online and how long for
• stop them from downloading apps they're too young for 
• manage the content different members of the family can see.

So whatever your child is doing online, there’s a way that you can help keep them safe.

Manage 



What should you do if any online safety incidents occur?

School related issues - take a screenshot (on your phone) and email it 
to the school admin@oldpalace.towerhamlets.sch.uk

The Report Harmful Content website can help you with issues such as 
cyberbullying, impersonation and threats reportharmfulcontent.com

You can report worrying behaviour towards children to CEOP

Find out more on https://www.childnet.com/parents-and-carers/get-help/

mailto:admin@oldpalace.towerhamlets.sch.uk
https://reportharmfulcontent.com/?lang=en
https://www.ceop.police.uk/Safety-Centre/
https://www.childnet.com/parents-and-carers/get-help/




 

Join in with the sessions


